TEST GIPONNGLE
EXTRALINK NEPTUN

NEPTUN

GPPONANGE

- ROUTING/NAT FUNCTION
-1 X GIGABIT ETHERNET

-1 X GIPON PORT, FSAN G.984.2

DOWNLINK 2448 GBIT/S, UPLINK 1,244 GBIT/S
COMPATIBLE WITH ITU-T G.984
AES 128 ENCRYPTION WITH G.984 STANDARD

- CHIPSET ZTE

We have tested EXTRALINK NEPTUNE GPON / 1GE. The test was performed in the following
steps concerning: performance, compatibility and functionality of hardware and software.
All the tests are compatible with technical standards of GPON devices.
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5. Extralink GPON NEPTUN 1GE compatibility
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7. Web interface

1. Description of the equipment and network diagram

Tests were performed using the following equipment:

Device Model/Version

OLT HUAWEI MA5683T Software Version: V800OR008

ONU Extralink Neptun GPON FD511HZ (1GE)

MIKROTIK ROUTERBOARD | CCR1036-12G-4S-EM

Smartbits Smartwin8.51

PC System: Windows 10

Network diagram:
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2. ONU functional tests

GPON ONU adopts MAC and LOID +
password for online registration Function completed v
GPON ONU automatic search Function completed \
Once turned on, ONU indicates information
Visibility of . ) . .
about status (online status, configuration Function completed
necessary Vi
. . status)
information
Once ONU is connected to OLT, information
about MAC, LOID, ID and version are visible | Function completed v
Information about optical module and ports Function completed v
Reboot test Function completed \
Registration test Function completed \
Test of necessary
functions IP Address Management Test Function completed \
OLT restarts ONU to the default settings Function completed \
OMCI update test Function completed \
Power-fail test Function completed Vv
Port auto negotiation test Function completed \
Port test
Port stream control function Function completed Vv
Port status management function Function completed Vv
Qos function QoS Function completed \
IGMP and Proxy (open/closed) Function completed \




IGMP function test

IGMP V2 and V3 function test

Function completed

Basic Multicast service test

Function completed

Test concerning adding and removing special
Multicast address

Function completed

TAG STRIP function test

Function completed

Layer2 transmission
functions

Frame filter: based on a physical port, source
and destination of MAC address, Ethernet
data frame filter between a physical port]
and a source and MAC address destination

Function completed

UNI loop detect function

Function completed

Control diodes
status

PON diode status

Function completed

LOS diode status

Function completed

LAN diode status

Function completed

Power diode status

Function completed

3. Test of basic services

Router function
test

WAN port adopts DHCP to surf the Internet

Function completed

WAN port adopts STATIC IP to surf the
Internet

Function completed

WAN port adopts PPPoE to surf the Internet

Function completed

IGMP service test

IGMP V2 V3 Configuration

Function completed

IGMP quickly leave function

Function completed

ONU combine gauge to send multicast
streams

Function completed

ONU combines VLC to simulate multicast

Function completed




4. Performance and durability test

Performance
and durability

Running for a long time (>12h),
Checking whether normal for data transfer
services, voice services and multicast

Service is normal

Gauge test flow rate through a long time
(64 128 512 bytes), flow rate is more than
90%

No drop packet,
system is normal

Big packets sending of broadcast and
multicast type through a long time

System is normal

Fiber optic plugging in and out, and
multiple software and hardware rebooting

System is normal

Multiple web interface refreshing

System is normal

5. Extralink GPON NEPTUN 1GE compatibility

Compatibility test

HUAWEI OLT connection test

Test is normal

ZTE OLT connection test

Test is normal

BDCOM OLT connection test

Test is normal

6. Bandwidth test

Bandwidth tests were conducted using two EXTRALINK NEPTUN GPON/1GE devices , two

Mikrotik RouterBoard CCR1036-12G-4S-EM devices and OLT HUAWEI MA5683T.

In order to check the bandwidth (tcp/udp) we used in-build Mikrotik Bandwidth Test

mechanism.




Mikrotik BandwidthTest UDP both

Bandwidth Test (Running)

Test To: | RN Start

Protocol: & udp ¢ tcp Stop
Local UDP Tx Size: | 1500 |
Remote UDP T Size: | 1500 |

Close

Direction: |both E

TCP Connection Count: |2'I] |

Local Tx Speed: |:| ¥ bps
Femote Tx Speed: |:| ¥ bps

[ Random Data

User: |anteny24 |

Password: | | -

Lost Packets: | 1801 |
Tw/Rx Cumertt: |936.1 Mbps/918.5 Mbps |

Tw/Rx 10s Average: |933.4 Mbps/891.8 Mbps |
Tw/Rx Total Average: |613.0 Mbps/568.6 Mbps |

T 5361 Mbps
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Mikrotik BandwidthTest UDP receive

Bandwidth Test (Runnin

a)

Test Ta:

Protocal:

Local UDP Tx Size
Remate UDP Tx Size

Direction

TCP Connection Count:
Local Tx Speed:
Remote Tx Speed:

Lser

Password:

Lost Packets

Tx/Rex Current
T/ 10s Average
TP Total Average

— Start
& udp (" tcp Stop
: |15'DD | Close
: [1500 |
: |recehre " + |
20 |
| | bps
| |7 bps
|| Random Data
: |anten1.f24 |*
| |~
. (2790
. |0bps/953.0 Mbps

. |0 bps/1004.1 Mbps

. |0bps/653.6 Mbps

| mnnning...




Mikrotik BandwidthTest UDP send

Bandwidth Test (Funning)

Test To: - Start

Protocal: @& udp " tcp Stop
Local UDP T Size: |1500 |
Remote UDP Tx Size: |1500 |

Close

Direction: |send " *

TCP Connection Count: |2ﬂ |

Local Tx Speed: | | ¥ bps
Remote Tx Speed: | | ¥ bps
|| Random Data
User: |anten1.f24 |‘~
Password: | | -
Lost Packets: |0

To/Fx Current: |935.2 Mbps/0 bps

T/Fx 10s Average: |HET-".'I Mbps/0 bps

TR Total Average: |'55?.5 Mbps/0 bps

B 535.2 Mbps
me I
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Mikrotik BandwidthTest TCP receive

Interface <sfpl1:
Overall Stats = P Stats = T Stats | Status  Traffic

To/Foc Rate: |813.7 Mbps #1359 Mbps
TP Packet Rate: |67 406 prs F8123pfs
FP Tx/Fx Rate: |0 bps #1359 Mbps
FP Tx/Fx Packet Rate: 0pss F8123pfs
To/Fox Bytes: |17.3 GiB F172GiB
Ta/Fx Packets: |12 847 424 £(13 745 707
To/Foc Drops: |0 i)
To'Foc Ermors: |0 Z(0

BT 2137 Mbps H

R 3.9 Mbps

=l

enabled unning

oK

Cancel
Ppply

Disable

Comment

Torch

Blink:

Reset MAC Address

Reset Counters

| |
| |
| |
| CableTest |
| |
| |
| |

link ol



Mikrotik BandwidthTest TCP Send
Interface <sfp1= =] E3

Overall Stats R Stats T Stats  Status  Traffic OK
Tw/Rx Rate: |6.7 Mbps /14307 Mbps Cancel
Tu/Fo Packet Rate: |14 536 p/s 40991 pfs
2 d Apply
FP Tx/Fx Rate: |0 bps /14307 Mbps Disable
FP Ta/Fox Packet Rate: |0 p/s /140 991 pfs Comment
Tw/Fx Bytes: [18.5 GiB /| 209 GiB Torch
Tu/Fx Packets: (14 525017 /116963 645 Cable Test
TR Drops: |0 ) Bliril:
To/Foc Emmors: |0 £0 Reset MAC Address
Reset Courters
11 I
BT 6.7 Mbps
I Rx: 430.7 Mbps ‘ ‘ ‘
|”HH [T A
Il T Packet: 14536 p/2
e 050 A
enabled running limks ol

7. Web interface

Web interface is very clear and easy to use. Navigating through the particular
configuration functions of a device doesn’t cause any problems and all the
necessary options are arranged in an intuitive way. It is also worth to mention
about the option of turning off the LEDs and the fact that introducing any
changes doesn’t require constant device restarting.



Below we present an overview of the most important configuration options.

WAN Connection(1)

Status | Network | Security | Application | Administration | Help

WAN

Connection Name [Create WAN Cor‘g

WA Sonneren New Connection Name | |

LAN Enable VLAN [] @
P —
s 802.1p [0 Logout
Routing(IPv4) Type |Route ]
Service List | INTERNET ]
Port Configuration
MTU
Link Type [1P <]
IP Version IIPv4 j
|

IP Type | Static

e DHCP
IPv4 3

Enable NAT

IP Address I:]

Subnet Mask [:

S —

DNS Serverl IP Address :}
DNS Server2 IP Address [:]
DNS Server3 IP Address l:]




WAN Connection(2)

Status | Network Application Administration | Help

WAN
Connection Name ICreate WAN Corllvl

WAN C cti
New Connection Name | |

LAN Enable VLAN ] ' Help |
VLAN ID | |
st 802.1p [0 =] Logout
Routing(IPv4) Type |Route
Service List | INTERNET
Port Configuration
MTU (1492 |

Link Type | PPP

PPP e P
Username | ]
Password | |
Authentication Type lAuto
Connection Trigger [Always On E]
IP Version |1Pv4 (]
PPP TransType IPPPoE El

IPv4 e

Enable NAT [/]



LAN / DHCP SERVER

Status Network Application Administration
WAN
NOTE: 1. The DHCP Start IP Address and DHCP End IP
LAN address should be in the same subnet as the LAN IP.
DHCP Server Help_
LAN IP Address [192.168.101.1 | e
PON Subnet Mask [255.255.255.0 |

Logout

Routing(IPv4)
Enable DHCP Server

Port Configuration DHCP Start IP Address [192.168.101.2 |

DHCP End IP Address [192.168.101.254]

Assign IspDNS []
DNS Serverl IP Address [192.168.101.1

DNS Server2 IP Address I

|

|

DNS Server3 IP Address | |
Default Gatevay [192.168.101.1 |

Lease Time [86400 isec

Allocated Address

MAC Address IP Address Remaining Lease Time Host Name Port]
There is no data.




IGMP

MultiCast
IGMFP Mode Multicast Mode | Snooping Mode o
Basic Configuration Disablg
Snooping Mode Heln
VLAN Configuration CTC IGMP

Tag Configuration -

Maximum Address
Configuration

BFDU
DMNS Service

Port Forwarding

VLAN

Network pplication

Attention: changing the vlan mode vill clear the old vlan list!

con Port He |
VLAN Mode

Routing(IPv4) transparent L

tag Logou
Port Configuration translation

ftrunk

Mode

Port Isolation
Rate Limiting
Flow Control

MAC Configuration

VLAN



FIREWALL (1)

Status Network i pplication Administration

Firevall
Enable Anti-Hacking Protection [_]

T Firevall Lave

Service Control O Off Help
© Low

M e O middle Logout
O High

O Custom ==

| submit | Cancel

FIREWALL (2)

Status | Network | Application |

Firevall
1P Varsion
N —

Service Control Enables D Help _|
Oder[ ~ J(o~31)

X ]

MAC Filter Protocol Logout

State | ANY

Source IP Address @
INVALID

Source IP Mask NEW

|[ESTABLISHED
Start Source Port RELATED

End Source Port RELATED AND ESTABLISHED

Destination IP Address [ |
Destination IP Mask :]
Start Destination Port :]
End Destination Port |:]
The direction of data flow
Mode [Discard [
st

Source IP
Source Port Order LG
Address / Mask < £ .
TR . direction of ModifyDelete)
Destination IP Destination
Mode @ data flow

Name | Protocol

Enable State

Address / Mask Port

There is no data, please add one first.




PORT FORWARDING

Network Application Administration
MultiCast
Enable D
|
DNS Service Protocel | Help
WAN Host Start IP [:]
Port Forwarding Address Logout

. WAN Host End IP Address [ | —
WAN Connection | |
WAN Start Port [ |(1 ~ 65535)
WANEnd Port [ |(1 ~ 65535)
LAN Host IP Address | |
LAN Host Start Port [ |(1 ~ 65535)
LAN HostEnd Port [ |(1 ~ 65535)

[ Add |

WAN Host WAN

Name | Start IP | Start
Address  Port

Enable Modify Delete

WAN
Start | Connection

WAN Host WAN
Protocol End IP | End
Address  Port

Host | LAN Host
End  Address
Port

There is no data, please add one first.

LED CONTROL

Status Application

User Management

Login Timeout Turn Off Leds |:|
System Management Help
Diagnosis —

Loopback Detection

Led Control

Led Control



